
CYBER SECURITY IS OUR SHARED RESPONSIBILITY

PROTECT YOUR
SMART PHONE

• Make sure the OS and software 
are up to date at all times

• Download apps from reputable  
sites and closely review permission 
requests

• Make sure to check the feedback 
from other users before installing  
the program from an app store

• Use a strong, complex password

• Use a security app, if available for your 
device

• Turn off Bluetooth and other 
connections when not in use

•  Jailbreak your phone

•  Download apps from third-
party app stores and sites

•  Leave your mobile device 
unattended in public places

•  Enable your “Wi-Fi ad-hoc  
mode”

DO’S DON’TS


